US $100-Million Scam

by Into Bo CHAMPON, Esq., C.C.I.M.


Many of you might have heard of the Nigerian Scam on CBS 60-Minute and other similar television programs.  Recently, I received a few telephone calls informing me that similar scams are taking place in the Thai and Lao communities.  I hope that this article will help the readers avoid a similar scam.


The Nigerian Scam was so named because many of the scams came from or originated in Nigeria.  The typical scam will start with an email or a letter, claiming to be from an heir of a former government official in Nigeria or other countries.  The writer generally asks the recipient to lend or give the writer an expense money so that the writer would be able to obtain a very large sum, i.e., US $100 million, ... and reward the recipient very generously.  The writer sometimes would provide proof from the Nigerian government  to show that such large sum exists in the writer's name.  Some writers would ask for the recipient's bank account and routing number so that the writers would be able to wire the money to the recipient.  After receiving the "expense" money or withdrawing the money from the recipient's bank account, the writer will never be heard from again.


Like the Nigerian Scam, the scams in the Thai and Lao communities relies on people's greed.  The scam artist would generally claim that he or she has access to or otherwise inherits a very large sum of money, i.e., US $100 million and that the fund will be forthcoming very shortly.  He/she would spend very larvishly in front of someone or give money to that person and/or promise to give that person a very large sum of money.  Such person would in turn tell his or her friend(s) or even a temple that the scam artist will really inherit or receive that large sum of money.  The friend(s) would then lend the money to the scam artist thinking that he/she/they would receive a very large return within a very short time.  By the time the friend(s) find(s) out about the scam, the scam artist would move away or disappear.  In some instances where the scam artist left no evidence about the scam(s) and the matter involved simple loan transactions, the scam artist would simply file bankruptcy to avoid paying on the promissory note(s).


If any reader becomes victim of such scam, a course of action would be to collect as much evidence about the scam as possible such as the identity of the scam artist (his/her photo(s), identification card(s), fingerprint(s) if possible, ...).   After collecting sufficient evidences, the reader should immediately report the scam to the local police station where the scam artist took the reader's money and/or where the reader was contacted and/or where the scam artist lived.  If the amount of the scam is relatively large, i.e., $50,000 or more, and the scam involved telephone or mail, the reader should also report the scam to the Federal Bureau of Investigation (FBI).  Even if the scam amount is less than $50,000.00, the reader may want to report it to the FBI anyway in case the scam artist had committed similar scam(s) in other state(s).

